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Audit Date ~ |- &~ Auditor (emb | -
[QUESTION: B RESPONSE

I | Is the Quality Statement Policy and Objectives reviewed

annually.

| and review.

1SO — Document Index Task ID (300). Search Issues

| Y/N

and review.

[s the process manual up to date.
1SO — Document Index Task ID (548). Search Issues

e

4 =—

| 1ssue.

+ | Check that there is a system in operatiori for the reqf;lest

for amendments.

-

—

3 | Is documentation checked prior to formal approval and |\~ L_z&ﬁ/w 6—

4____{211/'____%)_——
| (Ahensheds e

5 | Verify that amendments are updated electronically and

old copies archived.

Are sales orientated records filed and archived correctly
| in the ORD files, in the office and archiving.

7 | Has organisation Chart changed.

Has personnel responsibility descriptions changed.

9 | Check that the CE files are maintained by sole

| responsibility.

changes to Documentation.

10 | Check that the Notified body is informed of major |

11

up and secure off site.

and review.

Check that electronic documents are regularly backed

1SO — Document Index Task ID (452). Search Issues
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INTERNAL PROCESS VERIFICATION
Audit No: 1: Date: Auditor:
i () [O MANAGEMENT SYSTEM

\/ (A ML

Are\standards available and controlled \

| Do all personnel have access to their relevant areas of the documentation.
| Check electronic access

| Are Technical Drawings, available and controlled

i Check electronic access

gy Question : - 0.K.?
. Esmbhsh that the mana ga,mc,m system applications are a segics of process controls, and e
that they are in place thro yughout the or ganisation.. C,,L\» 4" [,6@_\, neA S/ é/ f /RS
Can processes be identified N2 <t Zit- G
| Are charts produced to this effect? And are they in place in strategic locations for use by |
ersonnel. LAl o 7 Ssl7Li-
| Are regular undertaken to 1 ify any outstandin ' ents e
| TNt stilon Meeting Agend: % (A & —
| Are necessary changes i implemented where and when required /1
d O T
“heck the documented system for itg policies and (}blutw v and its control of fhe aboye / o L | -
" processes and/procedures. %L" DCA Qu&v? g A ot ey nﬁ:
Is the Process ll\t/{anualﬁ up-to-date.— / éz 2 / oS/ é / / % Q
| Arga ents olled by Version & Date
| Cheek amendatCnts page isNlilled i~ N~ -
| Doés it in Joles s e
.| Isgher ibili r res e entatior. B b
| Is documentation #tehecked prior to formal approval and 1ssue. o ' A =
| Are Electronic procedures in place and available, to all.

Che®elecITonic aceess

| Ar manufactu

¢ | Hap {; mz hu, approache

| | Chic
| Are operat V12 als avall vle-and-controlled

| Establish that all deCumehtation is vali and of the test status, a any docu
| changes are rolled. | M__,.../
Ark doetments controlled by date status; P

—

ChedNetlectronic access

Chegek 6 at tardom N
Are documents being checked by operat eforé\use

Check/that pringed-etpies oty roductjefi procedures\are of the latest 1ssuegtatus
| Check Repair & pwduumn a

| Check that there is a system in operation for the request for amendments.

Vcnfy that amendments are updated “Electronically ” and old copies removed. (r

th are-also u e cotfip - ‘
stablishthat\any records produced dre controlled andfiled for identity and easy retripval
tc. |
‘hegk Record\files ageup to date inclusd
1 OA
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INTERNAL PROCESS VERIFICATION
Audit No: 1: - Date: Auditor:
MANAGEMENT SYSTEM

Are sales orientated records filed and archived by-Hesr
Are records of inspections filed
Has organisation Chart changed
Has personnel responsibility descriptions changed |

Check that the C.E. files are maintained by sole responsibility.
Check thababseteie datain e filos s cither ATchived or retained,

-
— - — =

Check that the Notified body is informed of major changes to Documentation
Check if here have been major changes
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Check that electronic documents are regularly backed up and secure off-site 17, A
aat docuyme e frle esponsibility 15true
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